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VISION: 
« En 2022 au Sénégal, un cyberespace de 

confiance, sécurisé et  résilient pour tous »

OBJECTIFS STRATEGIQUES (OS)

OS1:

renforcer le cadre 

juridique et 

institutionnel de la 

cybersécurité au 

Sénégal 

PRINCIPES DIRECTEURS

Etat de droit
Responsabilité 

partagée

Approche basée 

sur les risques

Accès universel au 

cyberespace et sa 

pleine exploitation 

du cyberespace

Coopération et 

collaboration entre 

les parties 

prenantes

OS2:

renforcer la protection 

des infrastructures 

d'information critiques 

(IIC) et les systèmes 

d'information de l’Etat  

du Sénégal

OS3:

promouvoir une 

culture de 

cybersécurité au 

Sénégal

OS4:

renforcer les capacités 

et les connaissances 

techniques en 

cybersécurité dans tous 

les secteurs

OS5:

participer aux efforts 

régionaux et 

internationaux de 

cybersécurité.

STRATEGIE NATIONALE DE CYBERSECURITE, 

SNC2022: 49 actions spécifiques et 12 projets prioritaires, 

en cours d’éxécution



ÉQUIPES D'INTERVENTION EN CAS D'INCIDENT 
DE SÉCURITÉ INFORMATIQUE (CSIRT)

–Mise en place du CSIRT ADIE SN
pour l’Intranet administratif

–Projet de création d’un CERT
national, pas encore entamé

3



PROTECTION DES INFRASTRUCTURES 
CRITIQUES (PIC)

pas encore entamé
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LÉGISLATION ET CADRES JURIDIQUES 
RELATIFS À LA CYBERSÉCURITÉ

LOIS

■ Vote de la loi 2018-28 du 12 décembre 2018 portant code des communications électroniques

■ Actualisation en cours des lois de 2008 (LOSI, transactions électroniques, cybercriminalité, cryptologie, protection des

données à caractère personnel)

■ Projet de loi d’orientation sur la cybersécurité, en cours de finalisation

CONVENTIONS ET ACCORDS

■ Convention sur la Cybercriminalité signée le 21 novembre 2001 à Budapest que le Sénégal a été le premier d’Afrique

Noire à ratifier et à devenir le 51ème Etat partie ;

■ Convention de l’Union Africaine sur la Cyber sécurité et la protection des données à caractère personnel dite Convention

de Malabo : le Sénégal a été le premier pays africain à ratifier cette convention

■ Transposition entière en droit interne de la Directive de la CEDEAO du 19 août 2011 sur la cybercriminalité

■ Adhésion à la Convention n° 108 sur la protection des données à caractère personnel
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SENSIBILISATION À LA CYBERSÉCURITÉ, COMPÉTENCES ET 
DÉVELOPPEMENT DES RESSOURCES HUMAINES

• Mise en œuvre du plan d’actions national sur la protection des enfants en ligne:

■ Création d’un Comité de pilotage par arrêté ministériel sous la présidence du DTIC

■ renforcement de capacités des acteurs de la chaine pénale(NOV 2018) ,

■ sensibilisation des élèves des lycées de Kolda et création de club cybersécurité à Kolda

(MAI 2018),

■ Atelier de formation des acteurs des médias et formation des élèves sur le développement

d’applications mobiles avec MIT App (08-09 avril 2021, Thiès) .

• Programme Octobre Cyber’2020: cérémonie de lancement au Radisson et une série de

webinaires (Protection des infrastructures critiques et des services essentiels, protection des

enfants en ligne, engagement de filles dans le STEM et les métiers de le cybersécurité)

• Création d’une école nationale de cybersécurité à vocation régionale

o Inauguration: novembre 2018

o Spécialités: Gouvernance de la cybersécurité, renseignement numérique, lutte contre la
cybercriminalité, Sécurité informatique
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MERCI POUR VOTRE AIMABLE  ATTENTION !


